
The WHY:
Over 80% of all breaches involved the Human Element 
according to the latest Verizon DBIR.  Corporations, 
agencies and even private citizens see the need for help 
when it comes to human to human attacks. Never before 
in history has the need for full scale, real world, physical 
social engineering training been more crucial than right 
now. If your team focuses on elicitation and human 
interaction with elements of red teaming and physical 
security then MLSE is the perfect course for you.

The WHAT:
This course has two offerings:

PUBLIC:

This offering is open to any student that have proven 
they have the skill and attitude to take this very 
advanced, physical course. It starts off as invite only to 
previous students, then is opened to the public. There 
are only 16 slots, so it is first come first serve

PRIVATE:

This offering can be made up of students from many 
organizations that needs true red teaming and elicitation 
training that want to be a part of one of the worlds most 
hardcore and physical social engineering classes. This 
will be private, so not sold publicly, and filled by any 
organization you invite to be part of the class.

The DESIGN:
This class was designed to be a real world fully physical 
engagement to help red teams and physical security 
forces practice tradecraft. By design the targets 
involved do not know they are part of the course till the 
end of the week.  This 5-day course is a 12-18 hour per 
day course that involves all of these elements:

�  Social engineering elicitation of targets
�  Geo tracking of people and cars
�  Lock picking, door breaching
�  Key creation
�  RFID cloning
�  Night time recon and breaches
�  Network device breach
�  Camera Breaches
�  Video recon
�  Tool creation and tool usage
�  Any other red team skill needed can be added

During the 5-days you will be interacting with 
unsuspecting targets who were hired for a different 
mission and are unaware that they are part of this 
operation, and you will need to: locate the office space, 
breach all devices both physical and network, elicit 
multiple flags over all 5 days from the targets and do it 
all while not being caught or clue off the targets or 
security.
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The COST:
Public Offering: $10,000-$12,000 per students
Private Offering: $15,000 per student with a minimum of 
12 students

The TRAINERS:
This class is lead by world leaders in physical
security:

Chris Hadnagy – CEO of Social-Engineer, LLC. He is the 
creator of this course.

He has pioneered the way for social engineering science 
and education with 5 books on the topic and a number 
of research projects furthering the understanding of 
human decision making and how it can be altered. He 
has years of experience in breaching banks, highly 
secure government facilities, health care networks and 
even facilities in foreign countries.

At least two other professional social engineering
trainers will be in the class to assist in all the vishing and 
phishing elements of the class.

WHAT IS INCLUDED:
The course fees include:

     All training materials
     A host of tools to use
     All location and set up fees
     Courseware
     Breakfast, lunch and dinner for all 5 days of the course
     A course book
     All instructor travel and time

WHAT IS NOT INCLUDED:

     Student hotel costs, although we work out discounted 
rates
     Rental cars if needed
     Any extra costs to be in class
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